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Disclaimer 
This document contains description of the OpenMinTeD project findings, work and products. 
Certain parts of it might be under partner Intellectual Property Right (IPR) rules so,
its content please contact the consortium head for approval.

In case you believe that this document harms in any way IPR held by you as a person or as a 
representative of an entity, please do notify us immediately.

The authors of this document have taken any available measure in order for its content to be 
accurate, consistent and lawful. However, neither the project consortium as a whole nor the 
individual partners that implicitly or explicitly participated in the creation and publication o
document hold any sort of responsibility that might occur as a result of using its content.

This publication has been produced with the assistance of the European Union. The content of this 
publication is the sole responsibility of the OpenMinTeD co
to reflect the views of the European Union.

The European Union is established in accordance with the 
Treaty on European Union (Maastricht). There are currently 28 
Member States of the Union. It is based on the European 
Communities and the member states cooperation in the fields 
of Common Foreign and Security Policy and Justice and Home 
Affairs. The five main institutions of the European Union are the 
European Parliament, the Council of Ministers, the European 
Commission, the Court of Justice and the Court of Auditors. 
(http://europa.eu.int/) 

OpenMinTeD is a project funded by the European Union (Grant Agreement No 654021).
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Publishable Summary
OpenMinTeD’s objective is to establish an open and sustainable Text and Data Mining (TDM) 
platform and infrastructure where researchers can collaborativ
use knowledge from a wide range of text
seamless way to advance research, promote interdisciplinary open science, and ultimately 
support evidence-based decision making.
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Publishable Summary 
OpenMinTeD’s objective is to establish an open and sustainable Text and Data Mining (TDM) 
platform and infrastructure where researchers can collaboratively create, discover, share and re
use knowledge from a wide range of text-based scientific and humanities related sources in a 
seamless way to advance research, promote interdisciplinary open science, and ultimately 

based decision making. 

 Page6 of 24 

OpenMinTeD’s objective is to establish an open and sustainable Text and Data Mining (TDM) 
ely create, discover, share and re-

based scientific and humanities related sources in a 
seamless way to advance research, promote interdisciplinary open science, and ultimately 



Testing methodology 

Public 

1 Introduction 
As IEEE states, software testing is defined as the process of analyzing a software item to detect 
the differences between existing and required conditions (that is, bugs) and to evaluate the 
features of the software item [IEEE, 1990]. 

Testing, basically has to do with the software practice of verification and validation, or V&V. 
Verification (the first V) is the process of evaluating a system or component to determine whether 
the products of a given development phase satisfy the conditi
[IEEE, 1990]. Verification activities 
agreed requirements and design specifications
a Customer RelationshipManagement 
customer should always have only 
warning message. Validation is the 
end of the development process to determine whether it satisfies specified requirements
At the end of development, validation (the second V) activities are used to evaluate whether the 
features that have been built into the software satisfy the c
external process. For example, the validation of the above CRM software can be performed by 
inviting end users and product stakeholders into software acceptance sessions. 

This deliverable is structured as follows: Sec
testing along with the most common levels of the software testing process
presents the overall testing methodology that will be applied during the development of the 
OpenMinTeD Platform. Finally Section 4 provides an example of how the above methodology
part of it) can be applied into a real scenario of integrating 
community application from the agricultural domain. 
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As IEEE states, software testing is defined as the process of analyzing a software item to detect 
the differences between existing and required conditions (that is, bugs) and to evaluate the 
features of the software item [IEEE, 1990].  

Testing, basically has to do with the software practice of verification and validation, or V&V. 
process of evaluating a system or component to determine whether 

the products of a given development phase satisfy the conditions imposed at the start of that phase 
[IEEE, 1990]. Verification activities ensure that the end product was developed according to 
agreed requirements and design specifications and is mostly an internal process

gement software, the software developers should 
only one Social Security Number and its absence should retrieve a 

. Validation is the process of evaluating a system or component during or at the 
of the development process to determine whether it satisfies specified requirements

At the end of development, validation (the second V) activities are used to evaluate whether the 
features that have been built into the software satisfy the customer requirements
external process. For example, the validation of the above CRM software can be performed by 
inviting end users and product stakeholders into software acceptance sessions. 

is structured as follows: Section 2 presents the basic methodologies of software 
testing along with the most common levels of the software testing process
presents the overall testing methodology that will be applied during the development of the 

inally Section 4 provides an example of how the above methodology
into a real scenario of integrating the OpenMinTeD platform with 

community application from the agricultural domain.  
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ustomer requirements and is mostly an 
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inviting end users and product stakeholders into software acceptance sessions.  

presents the basic methodologies of software 
testing along with the most common levels of the software testing process where Section 3 
presents the overall testing methodology that will be applied during the development of the 

inally Section 4 provides an example of how the above methodology (a 
the OpenMinTeD platform with a 
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2 Levels of Software Testing
There are several levels of testing that should be executed during the testing process of a 
software, from low to high-level testing, depending on whether the system is tested 
individual components (low-level) 
abstraction in testing may differ in each case, they all share a common underlying rule: the 
correct behavior of the software should be properly defined in order to identify the incorrect 
one. The following paragraphs present the most common l

2.1 Unit Testing 

Unit testing is defined as the testing of individual hardware or software units or groups of related 
units [IEEE, 1990]. The main goal of unit testing, usually performed by the developers who 
implement the code, is to take 
component) isolate it from the remainder of the code, and ensure that it behaves exactly as 
expected. For performing unit testing, testers use white boxing techniques that need clear 
knowledge of the logic and the structure of the code through which the units were developed. 

While unit testing is a time and consequently budget 
that a large percentage of defects are identified during its use.
the testing process and reduces the difficulty of tracing the errors since the application code is 
broken down to its standalone units and any attention is given to the units themselves. For 
example finding an error (or error
isolating the units, testing each, then integrating them and testing the whole.
errors in individual units of code, does not 
units into a larger functional module. Integration
this specific level of testing.  

2.2 Integration Testing 

Integration testing is process in which software components, hardware components, or both are 
combined and tested to evaluate the interaction between them
integration testing is to combine at least two 
locate any defects that may occur
many units are combined into components, which are in turn aggregated into even larger parts of 
the program.  

The logic for performing integration testing is that 
individual unit, that doesn’t mean that they all work together when assembled or integrated. 
example, data might get lost across an interface, messages might not get passed properly, or 
interfaces might not be implemented as specified. 
However, a successful unit testing will allow for a simpler integration testing since any error that 
will occur will probably come from the interface between the units rather than the units 
themselves. 

••• 

Levels of Software Testing 
veral levels of testing that should be executed during the testing process of a 

level testing, depending on whether the system is tested 
level) or as complete solution (high level). 

abstraction in testing may differ in each case, they all share a common underlying rule: the 
correct behavior of the software should be properly defined in order to identify the incorrect 
one. The following paragraphs present the most common levels of software testing.

the testing of individual hardware or software units or groups of related 
[IEEE, 1990]. The main goal of unit testing, usually performed by the developers who 

o take a piece of a stable software in the application 
isolate it from the remainder of the code, and ensure that it behaves exactly as 

For performing unit testing, testers use white boxing techniques that need clear 
wledge of the logic and the structure of the code through which the units were developed. 

While unit testing is a time and consequently budget consumingprocess, it 
that a large percentage of defects are identified during its use. It allows for the automation of 
the testing process and reduces the difficulty of tracing the errors since the application code is 
broken down to its standalone units and any attention is given to the units themselves. For 

error (or errors) in an integrated module is much more complicated than first 
isolating the units, testing each, then integrating them and testing the whole.
errors in individual units of code, does not imply that no defects will occur by combining thos

functional module. Integration testing (described below) offers a process for 

in which software components, hardware components, or both are 
and tested to evaluate the interaction between them [IEEE, 1990]. The purpose of 

integration testing is to combine at least two individual units of code (already 
that may occur during their inter-process communication

many units are combined into components, which are in turn aggregated into even larger parts of 

integration testing is that by verifying the correct behavior of each 
’t mean that they all work together when assembled or integrated. 

example, data might get lost across an interface, messages might not get passed properly, or 
interfaces might not be implemented as specified. This is ensured through integration testing
However, a successful unit testing will allow for a simpler integration testing since any error that 
will occur will probably come from the interface between the units rather than the units 
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veral levels of testing that should be executed during the testing process of a 
level testing, depending on whether the system is tested within its 

complete solution (high level). Although the level of 
abstraction in testing may differ in each case, they all share a common underlying rule: the 
correct behavior of the software should be properly defined in order to identify the incorrect 

evels of software testing. 

the testing of individual hardware or software units or groups of related 
[IEEE, 1990]. The main goal of unit testing, usually performed by the developers who 

stable software in the application (a module or a 
isolate it from the remainder of the code, and ensure that it behaves exactly as 

For performing unit testing, testers use white boxing techniques that need clear 
wledge of the logic and the structure of the code through which the units were developed.  

process, it has proven its value in 
t allows for the automation of 

the testing process and reduces the difficulty of tracing the errors since the application code is 
broken down to its standalone units and any attention is given to the units themselves. For 

s) in an integrated module is much more complicated than first 
isolating the units, testing each, then integrating them and testing the whole. However, locating 

no defects will occur by combining those 
testing (described below) offers a process for 

in which software components, hardware components, or both are 
[IEEE, 1990]. The purpose of 

(already unit tested) and 
communication. In a realistic scenario, 

many units are combined into components, which are in turn aggregated into even larger parts of 

by verifying the correct behavior of each 
’t mean that they all work together when assembled or integrated. For 

example, data might get lost across an interface, messages might not get passed properly, or 
This is ensured through integration testing. 

However, a successful unit testing will allow for a simpler integration testing since any error that 
will occur will probably come from the interface between the units rather than the units 
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2.3 Functional and System Testing

Functional Testing is the process that 
specifications of software components. 
box techniques, where components are tested 
specific sets of input -without considering the 
System testing is the testing process conducted on a complete, integrated system to evaluate the 
system compliance with its specified requirements
a superset of functional testing and it 
characteristics of the system, such as

• Stress Testing: this kind of testing evaluates a system or component at or beyond
of its specification or requirement [IEEE, 1990]. For example, if there is a requirement for 
a web application to serve up to 100 concurrent request, benchmarking tools can be used 
to test how the application behaves in cases where the concurre
limit of 100. 

• Performance or Load testing
within specified performance requirements [IEEE, 1990]. For example, a performance 
requirement might state that a web page should 
Performance testing evaluates whether the portal can retrieve web pages in less than 2 
seconds (even if there are 100 concurrent requests).

• Security Testing: this kind of testing is executed to reveal flows in the security me
of an information system that protect data and maintain functionality as intended. A 
common security testing technique is the so called 
simulating software attacks looking for security weaknesses that ma
data and functionalities. 

Usually the person who is taking over the functional and system testing comes from the 
development team, however for better results 
outside from the development team.

2.4 Acceptance Testing

The phase following the functional and system testing 
to the client where he will run his own black box tests to ensure that the delivered product meets 
the requirements. Acceptance test
not a system satisfies its acceptance criteria (the criteria the system must satisfy to be accepted by a 
customer) and to enable the customer to determine whether or not to accept the system
Acceptance testing is also known as 

The process ofthe UAT has to do with the execution of 
to direct the testers which data to use, the step
they should expect. The actual results that are produced, are compared to the expected ones 
and the test case is considered as pass if the results match with each other. If the percentage of 
failed test cases is below the limit that w

••• 

Functional and System Testing 

the process that ensures the functionality described in
specifications of software components. Contrary to unit testing, functional testing involves black 

omponents are tested by examining the output of the system 
without considering the internal structure of the code. 

testing is the testing process conducted on a complete, integrated system to evaluate the 
system compliance with its specified requirements[IEEE, 1990]. System testing 
a superset of functional testing and it also includes processes that examine non
characteristics of the system, such as: 

: this kind of testing evaluates a system or component at or beyond
of its specification or requirement [IEEE, 1990]. For example, if there is a requirement for 
a web application to serve up to 100 concurrent request, benchmarking tools can be used 
to test how the application behaves in cases where the concurre

Performance or Load testing: this kind of testing evaluates the compliance of the system 
within specified performance requirements [IEEE, 1990]. For example, a performance 
requirement might state that a web page should be retrieved within 2 seconds. 
Performance testing evaluates whether the portal can retrieve web pages in less than 2 
seconds (even if there are 100 concurrent requests). 

: this kind of testing is executed to reveal flows in the security me
of an information system that protect data and maintain functionality as intended. A 
common security testing technique is the so called penetration testing
simulating software attacks looking for security weaknesses that ma

 
Usually the person who is taking over the functional and system testing comes from the 
development team, however for better results it is advised to use an unbiased person who is 

t team. 

Acceptance Testing 

The phase following the functional and system testing has to do with the delivery of the product 
to the client where he will run his own black box tests to ensure that the delivered product meets 
the requirements. Acceptance testing is a formal kind oftesting, conducted to determine whether or 
not a system satisfies its acceptance criteria (the criteria the system must satisfy to be accepted by a 
customer) and to enable the customer to determine whether or not to accept the system
Acceptance testing is also known as User Acceptance Testing (UAT). 

process ofthe UAT has to do with the execution of predefined acceptance test cases, in order 
to direct the testers which data to use, the step-by-step processes to follow
they should expect. The actual results that are produced, are compared to the expected ones 
and the test case is considered as pass if the results match with each other. If the percentage of 
failed test cases is below the limit that was set by the customer, the acceptance test is successful, 
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ensures the functionality described in the design 
Contrary to unit testing, functional testing involves black 

ining the output of the system - based on 
internal structure of the code. On the other hand, 

testing is the testing process conducted on a complete, integrated system to evaluate the 
1990]. System testing can be considered as 

also includes processes that examine non-functional 

: this kind of testing evaluates a system or component at or beyond the limits 
of its specification or requirement [IEEE, 1990]. For example, if there is a requirement for 
a web application to serve up to 100 concurrent request, benchmarking tools can be used 
to test how the application behaves in cases where the concurrent requests exceed the 

: this kind of testing evaluates the compliance of the system 
within specified performance requirements [IEEE, 1990]. For example, a performance 

be retrieved within 2 seconds. 
Performance testing evaluates whether the portal can retrieve web pages in less than 2 

: this kind of testing is executed to reveal flows in the security mechanisms 
of an information system that protect data and maintain functionality as intended. A 

penetration testing which is the process of 
simulating software attacks looking for security weaknesses that may give access to system 

Usually the person who is taking over the functional and system testing comes from the 
it is advised to use an unbiased person who is 

the delivery of the product 
to the client where he will run his own black box tests to ensure that the delivered product meets 

, conducted to determine whether or 
not a system satisfies its acceptance criteria (the criteria the system must satisfy to be accepted by a 
customer) and to enable the customer to determine whether or not to accept the system [IEEE, 1990]. 

predefined acceptance test cases, in order 
step processes to follow and the results that 

they should expect. The actual results that are produced, are compared to the expected ones 
and the test case is considered as pass if the results match with each other. If the percentage of 

as set by the customer, the acceptance test is successful, 
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the product is being signed off by the development team and 
customer. On the opposite direction, the acceptance test is unsuccessful and the customer has the 
right to reject the product or to accept it on conditions previously agreed by the customer and the 
development team. The following table shows an example of a test case.

2.5 Regression Testing 

Regression testing is the process of re
modifications have not caused unintended effects and that the system or component still complies 
with its specified requirements [IEEE, 1990]. Regression testing takes place throughout all the 
testing cycle, especially during u
the system, for example after a software bug or after a code enhancement. Their purpose is to 
perform a validation check to ensure that any new development does not affect any previously 
working and confirmed functionality thus creating unintended side effects or regressions. Since it 
is impractical to run all the tests from the beginning only a subset of the original cases is tested 
and mostly the critical ones. Moreover, since it is a tim
repeat a set of tests each time an update is made, automated testing tools are typically required 
(see section 4.4). 

As general guidelines for regression testing can be considered the following [Nidhra et al, 2012]: 

• Choose a representative sample of tests 
functionalities 

• Choose tests that focus specifically 
modified. 

• Choose additional test cases that focus on the software fun
affected by the change. 

2.6 Overview of Testing Levels

An overview of the aforementioned testing levels is presented in the following table:

TestingLevel Specifications

UnitTesting Low Level Design
Actual Code 

IntegrationTesting Low Level Design
High Level Design

FunctionalTesting High LevelDesign

SystemTesting RequirementAnalysis

AcceptanceTesting RequirementAnalysis

••• 

the product is being signed off by the development team and it can be officially delivered to the 
customer. On the opposite direction, the acceptance test is unsuccessful and the customer has the 
ight to reject the product or to accept it on conditions previously agreed by the customer and the 

The following table shows an example of a test case.

is the process of re-testing the system or system’s componentsto verify that 
modifications have not caused unintended effects and that the system or component still complies 
with its specified requirements [IEEE, 1990]. Regression testing takes place throughout all the 
testing cycle, especially during unit and functional testing, every time significant changes occur in 
the system, for example after a software bug or after a code enhancement. Their purpose is to 
perform a validation check to ensure that any new development does not affect any previously 

orking and confirmed functionality thus creating unintended side effects or regressions. Since it 
is impractical to run all the tests from the beginning only a subset of the original cases is tested 
and mostly the critical ones. Moreover, since it is a time-consuming and complicated process to 
repeat a set of tests each time an update is made, automated testing tools are typically required 

As general guidelines for regression testing can be considered the following [Nidhra et al, 2012]: 

Choose a representative sample of tests instead of testing the entire software 

specifically on the software components or 

Choose additional test cases that focus on the software functions that are most likely to be 
 

Overview of Testing Levels 

An overview of the aforementioned testing levels is presented in the following table:

Specifications TestingTechnique Responsible 

Design 
 

WhiteBox Developer 

Low Level Design 
High Level Design 

White/ 
BlackBox 

Developer 

High LevelDesign BlackBox IndependentTester
Developer 

RequirementAnalysis BlackBox IndependentTester
Developer 

RequirementAnalysis BlackBox Customer 
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can be officially delivered to the 
customer. On the opposite direction, the acceptance test is unsuccessful and the customer has the 
ight to reject the product or to accept it on conditions previously agreed by the customer and the 

The following table shows an example of a test case. 

componentsto verify that 
modifications have not caused unintended effects and that the system or component still complies 
with its specified requirements [IEEE, 1990]. Regression testing takes place throughout all the 

nit and functional testing, every time significant changes occur in 
the system, for example after a software bug or after a code enhancement. Their purpose is to 
perform a validation check to ensure that any new development does not affect any previously 

orking and confirmed functionality thus creating unintended side effects or regressions. Since it 
is impractical to run all the tests from the beginning only a subset of the original cases is tested 

consuming and complicated process to 
repeat a set of tests each time an update is made, automated testing tools are typically required 

As general guidelines for regression testing can be considered the following [Nidhra et al, 2012]:  

instead of testing the entire software 

or functions that have been 

ctions that are most likely to be 

An overview of the aforementioned testing levels is presented in the following table: 

 

IndependentTester 

IndependentTester 
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RegressionTesting ChangedDocumentation

 

The following image shows how the levels of software testin

mentioned above, regression testing is a process that takes place in every step of the testing 

cycle.   

••• 

ChangedDocumentation White/ 
BlackBox 

Developer 
IndependentTester

how the levels of software testing are hierarchically structured. As 

mentioned above, regression testing is a process that takes place in every step of the testing 

Figure 2.1Levels of Software Testing 

User Acceptance Testing

Functional/ System 
Testing

Integration Testing

Unit Testing
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